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1. **Explain the use of S-box in DES algorithm.**

**Ans:** S-boxes are used to perform substitution operations, which are crucial part of the encryption process in DES. The algorithm’s other operations are linear and easy to analyze, but the primary purpose of S-boxes is to introduce non-linearity into the encryption process. The non-linearity makes it more difficult to apply cryptanalysis techniques, thus enhancing the security of the algorithm.

1. **State the primary difference between symmetric and asymmetric key cryptography.**

**Ans:** Symmetric encryption uses a single key that needs to be shared among the people who need to receive the message while asymmetric encryption uses a pair of a public key and a private key to encrypt and decrypt messages when communication. Asymmetric key cryptography eliminates the need to share the key.

Symmetric key cryptography is much faster than asymmetric key cryptography.

1. **Find the value of x and y for a=5, b=10, which satisfy the equation ax + by = gcd (a, b).**

**Ans:**

From extended Euclidian Algorithm,

(S\*n) + (b\*t) = gcd(n, b) = gcd (b, n)

r1 = b; r2 = n;

r1 = 10, r2 = 5, t1 = 0, t2 = 1;

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| **q** | **r1** | **r2** | **r** | **t1** | **t2** | **t** |
| 2 | 10 | 5 | 0 | 0 | 1 | -2 |
|  | 5 | 0 |  | 1 | -2 |  |

Therefore,

5 = 5x+10y

* 5 = 5x + 10
* 5x = - 5
* x = -1

1. **What is the substitution in cryptography?**

**Ans:** In cryptography, substitution is a method used to encrypt or encode information by systematically replacing elements of the plaintext with different elements according to a specific system or key.

1. **What is LSFR?**

**Ans:** LFSR (Linear Feedback Shift Register) is a stream cipher technique, where a feedback shift register is used to generate binary number called key stream, using a linear function. It generates a pseudorandom key stream. But it has a major drawback as the maximum period of an LFSR is 2m – 1.

for example, a LFSR with 4 cells, will generate same numbers after 24-1 = 15 states, so state 16 will be same as 1 and so on.

1. **What is Passive attack?**

**Ans:** Passive attacks are in the nature of eavesdropping on, or monitoring of, transmission. The goal of the attacker is to obtain information that is being transmitted. The revealing of information may harm sender or receiver of that information but the system is not affected. For this reason, it is difficult to detect this type of attack until the sender or receiver finds out about the leaking of confidential information.

1. **What is monoalphabetic cipher? Give an Example.**

**Ans:** Monoalphabetic cipher is a type of substitution cipher where each letter in the plaintext is replaced by another (fixed) letter in cipher text.

For example:

Plain Text: HELLO

Cipher Text: KHOOR

Here we used a shift 3 letter function (Caesar cipher)